Algebraic curves over finite fields have been and are still attracting number theorists and geometers since the proof of Riemann-Weil hypothesis in 1940s. Many important and fruitful results and ideas have arisen out of this area, where number theory and geometry meet. Nowadays, a new subject called arithmetic geometry has grown from this fascinating area. For a long time, study of algebraic curves over finite fields was a territory of pure mathematics. However, due to the stunning discovery of algebraic geometry codes by Goppa in 1980-1982, the theory of algebraic curves over finite fields has attracted new groups of researchers such as coding theorists, cryptographers and algorithmically inclined mathematicians. In the last two decades, several other interesting applications of algebraic curves over finite fields, including the elliptic curve based cryptosystems, low-discrepancy sequences and combinatorial cryptography, have been found.

Our research includes the following:

**Curves with many rational points**
There have been tremendous research activities focused on algebraic curves over finite fields with many rational points in the last ten years due to more and more applications. Constructing algebraic curves with many points has been the major task for this subject. The main tools employed in this topic are from number theory and algebraic geometry.

**Constructions of codes from number theory and algebraic geometry**
A breakthrough in coding theory was the introduction of algebraic geometry to construction of good block codes. In the last ten years, algebraic geometry (in particular algebraic curves over finite fields) has been extensively used by us to obtain various constructions of good block codes. Recently, we have successfully applied number theory and algebraic curves to constructions of quantum codes and space-time codes.

**Constructions of cryptographic schemes from algebraic geometry**
Nowadays, algebraic geometry has found a widespread application in cryptography. Apart from the well-known elliptic curve cryptosystem, algebraic geometry has been applied to constructions of many schemes in cryptography such as hash functions, frameproof codes, secret sharing, key exchange, etc. One of our goals in this area is to find more application of algebraic geometry in cryptography.

**Constructions of low-discrepancy sequences from algebraic curves.**
Low-discrepancy sequences play a key role for quasi-Monte Carlo method which is a deterministic version of Monte Carlo method. Constructing quasi-random points is a challenging problem in this topic. We have applied algebraic curves with many rational points to construction of Low-discrepancy sequences and we are still looking for some further tools from number theory to construct quasi-random points.
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